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DIRECTOR OF CENTRAL INTELLIGENCE
Security Committee f
SECOM-D-287
17 August 1982

MEMORANDUM FOR: DCI Security Committee Members and Observers

Chairmen, SECOM Subcommittees
FROM: okl

thatrman
SUBJECT: SECOM Charter

Attached for your information and guidance is a copy of the new
Director of Central Intelligence Directive stating the mission and functions
25%1
of this committee.
Attachment
AN
Regraded UNCLASSIFIED When
Separated from Attachment
—CONFFRENHAL—
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DIRECTOR OF CENTRAL INTELLIGENCE DIRECTIVE '

SECURITY COMMITTEE
(Effective 15 July 1982)

Pursuant to the provisions of Section 102 of the National Security Act of 1947 and
Executive Order 12333, a Security Committee is herewith established.

1. Mission

The Security Committee will advise and assist the Director of Central Intelli-
gence (DCI) in discharging his responsibilities to:

a. ensure the establishment by the Intelligence Community of common
security and access standards for managing and handling foreign intelli-
gence systems, information, and products; and

b. ensure that programs are developed which protect intelligence sources,
methods, and analytical procedures.
9. Functions

Under the general guidance of the Deputy Director of Central Intelligence, the
Committee will perform the following functions.

a. Advise the DCI on security policies and procedures to ensure the implemen-
tation of the DCI's policies.

b. Advise the DCI on common security and access standards bearing on but
not limited to:

(1) personnel, physical, and information security;

(2) countermeasures against technical surveillance;

(3) security education and awareness:

(4) automated data processing systems; and

(5) research and development of security techniques and equipment.

¢. Recommend to the DCI policies for the conduct by Intelligence Community
components of security investigations of unauthorized disclosure of intelli-
gence sources and methods information or classified intelligence; determine
and recommend to the DCI corrective security measures to preclude the
recurrence of disclosure or compromise.

d. Establish common standards to protect sensitive compartmented informa-
tion.

e. Publish implementing guidelines and procedures, such as those listed in the
attachment to this DCID.?

1 This directive supersedes DCID No. 1/11 effective 11 May 1976.

* These guidelines and procedures, which derive from the DCI Directive on the Security Committee,
are to be found in Volume II, DCI Directives.
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3. Intelligence Community Responsibilities

On request of the Committee Chairman, Intelligence Community components
will provide information relevant to the Committee’s mission and functions.

4. Composition and Organization

The Committee Chairman will be appointed by the Director of Central
Intelligence.

The members of the Committee will be representatives designated by Intelli-
gence Community principals.

The Chairman will establish subcommittees and other subordinate groups as
required.

With the approval of the DCI, the Chairman may invite representatives of
relevant United States Government entities to participate as appropriate.

The Committee will be supported by an Executive Secretariat.

William J. Casey
Director of Central Intelligence

CONFIDENTIAL

Sanitized Copy Approved for Release 2011/06/10 : CIA-RDP87T00623R000300050022-6



Sanitized Copy Approved for Release 2011/06/10 : CIA-RDP87T00623R000300050022-6

CONFIDENTIAL

] 25%1

IMPLEMENTING SECURITY PROCEDURES, STANDARDS, AND
GUIDELINES FOR THE INTELLIGENCE COMMUNITY
Control of Dissemination of Intelligence Information

DCI Policy on Release of Intelligence Information to Contractors and
Consultants

Security Classification Guidance on Liaison Relationships with Foreign Intelligence
Organizations and Foreign Security Services

Minimum Personnel Security Standards and Procedures Governing Eligibility for
Access to Sensitive Compartmented Information

Adjudication Guidelines
Appeals Procedures

Security of Foreign Intelligence in Automated Data Processing Systems and Networks
Computer Security Regulation

Uniform Procedures for Administrative Handling and Accountability of Sensitive
Compartmented Information (SCI)

Sensitive Compartmented Information Security Regulation

Security Policy Concerning Travel and Assignment of Personnel with Access to
Sensitive Compartmented Information

US Intelligence Community Physical Security Standards for Sensitive Compartmented
Information Facilities

Minimum Standards for Security Awareness Programs in the Intelligence Community
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